
1 Let’s look back at some of 
our scenarios and see some 
ways the situations could 
have been handled to 
prevent unauthorized 
disclosure: 

 

 

2 Voice of Joe: “Man, what a 
week! With all the work…” 

Voice of Tom: “Hey, I know 
you’ve been very busy, but 
let’s leave work talk at the 
office. I want to enjoy my 
lunch. And let’s put the 
badges away – we all know 
who we work for!” 

 

3 When outside the work area 
or other authorized location, 
do not talk about sensitive 
information. Also ensure you 
don’t target yourself as a 
government worker. 

 



4 Here comes the custodian 
looking for potential information 
to pass along to the 
adversaries.  
 

 

5 As she is collecting trash, she 
sees a person is putting an 
FOUO cover sheet on a 
document. 

 

6 Protect FOUO documents by 
using cover sheets.  

 



7 Voice of Bob: “Hey Ted, I 
didn’t realize you brought those 
with you.” 

Voice of Ted: “I thought we 
could discuss it on the way over 
since we have time.” 

 

8 Voice of Bob: “No, I think we 
better wait until we are back in 
the office.” 

 

9 Remember the principles of 
safeguarding information when 
transporting it, even when 
taking it on approved 
government transportation. Not 
all risks to FOUO information 
come from outside the 
organization. 

 

 


