
Resources 
 

To learn more about social engineering you can visit these sites: 

US Computer Emergency Readiness Team: Avoiding Social Engineering and Phishing Attacks: 
http://www.us-cert.gov/cas/tips/ST04-014.html 
 
Anti-Phishing Working Group: http://www.antiphishing.org/ 
 
The Ethical Hacker: http://www.ethicalhacker.net/content/view/353/1/ 
 
The Rogue Gallery at Lavasoft: http://www.lavasoft.com/mylavasoft/rogues/latest 
 
How to View Email in Plain Text Format: http://support.microsoft.com/kb/831607 
 
Naked Security: http://nakedsecurity.sophos.com/category/malware/ 
 
US Computer Emergency Readiness Team: Recognizing Fake Antiviruses: http://www.us-
cert.gov/cas/tips/ST10-001.html 
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